South Rock Creek School

STUDENT ENROLLMENT FORM- PLEASE PRINT

o STUDENT ID ENTRY DATE ENTRY CODE,
; TEACHER GRADE, BUS SSN
z D Custody Alert ] Health Alert ] Tribal Roll

Name of Last School Attended

D Bus D Car

DWaIk D Daycare Van:

Phone Number

SPEECH/ IEP /SPECIAL CUSTODY/HEALTH PROBLEMS WE SHOULD BE AWARE OF:

STUDENT BIRTH CERTIFICATE NAME - LAST Jr, NI, Etc. FIRST MIDDLE
DIFFERENT NAME STUDENT GOES BY: ENTERING GRADE GENDER DATE OF BIRTH

I:] MALE D FEMALE
STREET ADDRESS APT/LOT MAILING ADDRESS — IF DIFFERENT
CITY/STATE/ZIP HOME PHONE CITY/STATE/ZIP
ETHNICITY (Choose One) RACE (Choose one or more)
D Hispanic D White D American Indian/Alaska Native (what tribe)
D Not Hispanic or Latino EI Native Hawaiian or Other Pacific Islander D Black/African American D Asian
BIRTHPLACE - City, State & Country LANGUAGE SPOKEN IN THE HOME

STUDENT lives with: D Both parents D Mother Only D Father Only D Parent and Step Parent D Other

PARENT/GUARDIAN 1 PARENT/GUARDIAN 2
NAME NAME
RELATIONSHIP RELATIONSHIP
PHONE: HOME PHONE: HOME
WORK WORK
CELL CELL,
EMAIL EMAIL
Place of Employment, Place of Employment
ADDRESS (if different than above) ADDRESS (if different than above)

Emergency Contact and Telephone — Other than Parent/Guardian Name Age Grade
NAME
Relationship Phone

Parent/Guardian Signature Date




South Rock Creek
Release Form for Students

Child’s Name

Our school takes pride in our students and staff. To share the good news about your child, we may
take photographs, video, digital images, as well as examples of work, to display publicly. These
may be submitted for our school’s newsletter, the yearbook, the local press, and the district’s
website. We do not include personal information about students (i.e. address, email, or phone).

| give my permission for my child’s image/video/work/name to be used by the school district.

yes no

Our school strives to provide our students with a technology rich learning environment. One way of
doing this is providing access to the World Wide Web.

| give my permission for my child to access the internet.

yes no

Our school believes in offering information in many different formats. From time to time a teacher
may choose to show a content related video for educational purposes and/or reward for a job well
done.

| give my permission for my child to view age appropriate videos.

yes no

Our school has found corporal punishment to be an effective form of discipline in certain
circumstances.

| give my permission for my child to be subject to corporal punishment at the discretion of SRC.
yes no

S —

| have received and read the student handbook, and | am aware of SRC policies and procedures.

Parent or Legal Guardian Signature Date



South Rock Creek
Parental Consent for Medical Treatment

Emergency Treatment:
The undersigned hereby authorizes SOUTH ROCK CREEK PUBLIC SCHOOL to obtain medical
treatment from a licensed physician in the event of an emergency requiring such treatment.

Legal Name of Student Date of Birth

Name of Family Physician Phone Number of Family Physician

The undersigned further agrees that SOUTH ROCK CREEK PUBLIC SCHOOL will not be held liable for
injuries sustained as a result of the medical treatment.

Parent or Legal Guardian Signature Date

Any allergies or medical problems of which physician should be informed? Does your child have any
condition that requires them to have an Epi-pen? Yes or No

| hereby give my consent and authorize the school principal or his designees to administer
medication to my child at intervals during the school year when required. Please select all that

apply.

Administer a non-prescription medication which | am hereby supplying you, in
accordance with the written instructions of the child's physician which is attached hereto.

Administer a filled prescription medication which | am hereby supplying you, in
accordance with the written instructions of the physician prescribing the medicine which is
attached hereto.

Administer acetaminophen based medication for headache relief.

Administer medicine brought to school as directed by written instructions from a
parent or guardian.

| understand that under state law the Board of Education, the School District, or employees of the
district shall not be liable to the student or the student's parent or guardian for civil damages for
any personal injury to the student which result from acts or omissions of school employees in
administering the medicine | have authorized.

Parent or Legal Guardian Signature Date



Initial Enrollment Prior Participation Form
Student Information

The following information should be completed by the parent or guardian on the student.
This information is collected on a student’s initial enrollment into a school district. Please
print legibly.

Student’s Legal Name:

First Last

Student’s Date of Birth:

Month Day Year

Student Gender - Please check one: MaleD FemaleD

Did the student participate in any of the following programs? Please indicate by checking
YES or NO for each statement.

Program Name YES NO

A childcare program that is licensed pursuant to the tiered licensing
system established by the Department of Human Services (a DHS
licensed childcare program)

The Sooner Start program operated by the State Department of
Education

The Oklahoma Parents as Teachers (OPAT) program operated by the
State Department of Education

The Children First program operated by the State Department of Health

Any child abuse prevention program operated by the State Department
of Health

Any federally funded Head Start program




Vision Screening & Comprehensive Eye Exam
Certification Form

Please print:
Date:

Student’s Name:

(First) (Middle) (Last)

Please circle: K 1st 3rd

District: School:

Complete one of the following:

i had a vision screening on
(Child’s Name) (Date)

The screening was administered by

(Screener)

was was not referred for a comprehensive

(Child’s Name)
eye examination by an eye care professional as a result of the above vision screening.

2. had a comprehensive eye exam on

(Child’s Name) (Date)

The comprehensive eye examination was administered by

(Eye Care Professional)

3. has NOT received a vision screening or comprehensive
(Child’s Name)
eye exam in the past twelve months.

(Parent/Guardian Signature)

(Date)



OMB Number: 1810-0021 Expiration Date: 07/31/2019

INSTRUCTIONS FOR THE ED 506 FORM
FOR APPLICANTS:

PURPOSE: To comply with the requirements in 20 USC 7427(a), which provides that: “The Secretary shall require that, as part of an application for a
grant under this subpart, each applicant shall maintain a file, with respect to each Indian child for whom the local educational agency provides a free
public education, that contains a form that sets forth information establishing the status of the child as an Indian child eligible for assistance under
this subpart, and that otherwise meets the requirements of subsection (b)”.

MAINTENANCE: A separate ED 506 form is required for each Indian child that was enrolled during the count period. A new ED 506 form does NOT
have to be completed each year. All documentation must be maintained in a manner that allows the LEA to be able to discern, for any given year,
which students were enrolled in the LEA’s school(s) and counted during the count period indicated in the application.

FOR PARENTS/GUARDIANS:

DEFINITION: Indian means an individual who is (1) A member of an Indian tribe or band, as membership is defined by the Indian tribe or band,
including any tribe or band terminated since 1940, and any tribe or band recognized by the State in which the tribe or band resides; (2) A
descendant of a parent or grandparent who meets the requirements described in paragraph (1) of this definition; (3) Considered by the Secretary
of the Interior to be an Indian for any purpose; (4) An Eskimo, Aleut, or other Alaska Native; or (5) A member of an organized Indian group that
received a grant under the Indian Education Act of 1988 as it was in effect on October 19, 1994.

STUDENT INFORMATION: Write the name of the child, date of birth and school name and grade level.

TRIBAL ENROLLMENT INFORMATION: Write the name of the individual with the tribal membership. Only one name is needed for this section, even
though multiple persons may have tribal membership. Select only one name: either the child, child’s parent or grandparent, for whom you can
provide membership information.

Write the name of the tribe or band of Indians to which the child claims membership. The name does not need to be the official name as it appears
exactly on the Department of Interior’s list of federally-recognized tribes, but the name must be recognizable and be of sufficient detail to permit
verification of the eligibility of the tribe. Check only one box indicated whether it is a Federally Recognized, State Recognized, Terminated Tribe or
Organized Indian Group. If Terminated Tribe or Organized Indian Group is elected, additional documentation is required and must be attached to
this form.
e  Federally Recognized- an American Indian or Alaska Native tribal entity limited to those indigenous to the U.S. The Department of
Interior maintains a list of federally-recognized tribes, which OIE can provide you upon request. '
e  State Recognized- an American Indian or Alaska Native tribal entity that has recognized status by a State. The U.S. Department of
Education does not maintain a master list. It is recommended that you use official state websites only.
e Terminated Tribe-a tribal entity that once had a federally recognized status from the United States Department of Interior
and had that designation terminated.
e  Organized Indian Group- Member of an organized Indian group that received a grant under the Indian Education Act of 1988
as it was in effect October 19, 1994.

Write the enrollment number establishing the membership of the child, if readily available, or other evidence of membership. If the child is not a
member of the tribe and the child’s eligibility is through a parent or grandparent, either write the enroliment number of the parent or grandparent,
or provide other proof of membership. Some examples of other proof of membership may include: affidavit from tribe, CDIB card or birth certificate.
Write the name and address of the organization that maintains updated and accurate membership data for such tribe or band of Indians.

ATTESTATION STATEMENT: Provide the name, address and email of the parent or guardian of the child. The signature of the parent or guardian of
the child verifies the accuracy of the information supplied.

The Department of Education will safeguard personal privacy in its collection, maintenance, use and dissemination of information about individuals
and make such information available to the individual in accordance with the requirements of the Privacy Act.

PAPERWORK BURDEN STATEMENT According to the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of
information unless such collection displays a valid OMB control number. The valid OMB control number for this information collection is 1810-0021.
The time required to complete this portion of the information collection per type of respondent is estimated to average: 15 minutes per Indian
student certification (ED 506) form; including the time to review instructions, search existing data resources, gather the data needed, and complete
and review the information collection. If you have any comments concerning the accuracy of the time estimate(s) or suggestions for improving this
form, please write to: U.S. Department of Education, Washington, D.C. 20202-4651. If you have comments or concerns regarding the status of your
individual submission of this form, write directly to: Office of Indian Education, U.S. Department of Education, 400 Maryland Avenue, S.W.,
LBJ/Room 3W203, Washington, D.C. 20202-6335. OMB Number: 1810-0021 Expiration Date: 07/31/2019.



OMB Number: 1810-0021 Expiration Date: 07/31/2019

U.S. Department of Education
Office of Indian Education
Washington, DC 20202
TITLE VI ED 506 INDIAN STUDENT ELIGIBILITY CERTIFICATION FORM

Parent/Guardian:  This form serves as the official record of the eligibility determination for each individual child included in the
student count. You are not required to complete or submit this form. However, if you choose not to submit a form, your child
cannot be counted for funding under the program. This form should be kept on file and will not need to be completed every year.
Where applicable, the information contained in this form may be released with your prior written consent or the prior written
consent of an eligible student (aged 18 or over), or if otherwise authorized by law, if doing so would be permissible under the Family
Educational Rights and Privacy Act, 20 U.S.C. § 1232g, and any applicable state or local confidentiality requirements.

STUDENT INFORMATION

Name of the Child Date of Birth Grade
(As shown on school enrollment records)

Name of School

TRIBAL ENROLLMENT

Name of the individual with tribal enrollment:

(Individual named must be a descendent in the first or second generation)

The individual with tribal membership is the: Child Child's Parent Child's Grandparent

Name of tribe or band for which individual above claims membership:

The Tribe or Band is (select only one):

Federally Recognized

State Recognized

Terminated Tribe (Documentation required. Must attach to form)

Member of an organized Indian group that received a grant under the Indian Education Act of 1988
as it was in effect October 19, 1994. (Documentation required. Must attach to form)

Proof of enroliment in tribe or band listed above, as defined by tribe or band is:

A. Membership or enrollment number (if readily available) OR

B. Other Evidence of Membership in the tribe listed above (describe and attach)

Name and address of tribe or band maintaining enrollment data for the individual listed above:

Name Address

City State Zip Code

ATTESTATION STATEMENT

| verify that the information provided above is accurate.

Name Parent/Guardian Signature

Address City State Zip Code

Email Address Date




ONLAMOMA STATE DEPARTMEN? GF

South Rock Creek School EDUCATION
HOME LANGUAGE SURVEY FOR PRE-K-12 SCHOOL DISTRICTS

Name of Student:

Last Name First Name Middle Name

Date of Birth: School: Student ID # Gender: Male Female
MM/DD/YYYY

Is the student of Hispanic or Latino culture or origin? Yes No

Select one or more of the following races:
African American/Black American Indian/Alaskan Native
Native Hawaiian/Pacific Islander Caucasian/White

What is the dominant language most often spoken by the student?

What is the language routinely spoken in the home, regardless of the language spoken by the student?

What language was first learned by the student?

Does the parent/guardian need interpretation services? Yes No If so, what language?

Does the parent/guardian need translated materials? ~ Yes No If so, what language?

What was the date the student first enrolled in a school in the United States?

MM/YYYY

Parent / Guardian Signature Date (MM/DD/YYYY)

SR ekl 3% CERRE R S bt

O Other language than English indicated TWO OR MORE times on questions 1 — 3 above. The student is classified as “more often” and automatically qualifies as bilingual on

the accreditation report.
[0 Other language than English indicated ONLY ONCE on questions 1 - 3 above. The student is classified as “less often” and only qualifies as bilingual on the accreditation
report if he or she meets one of the following (any selection below REQUIRES appropriate documentation):

[ 1. Designated English Learner on one of the Oklahoma English language proficiency assessments: ACCESS for ELLs 2.0, Alternate ACCESS for ELLS,
WIDA Screener, WIDA MODEL, K-WAPT, W-APT or Oklahoma Pre-K Language Screening Tool (PKST).
0 2. Scored Basic or Below Basic in ELA on the Oklahoma State Testing Program (OSTP).
[ 3. Scored at or below the 35" percentile (or equivalent) composite reading score from spring of the previous school year on a state approved nom-referenced test {NRT).

DOCUMENTATION OF A TEST RESULT FOR STUDENTS MARKED LESS OFTEN

Date(s) of Kindergarten ACCESS, Score(s) on Kindergarten ACCESS, Date of WIDA Screener or Score(s) on WIDA Screener or
ACCESS forELLs 2.0, or ACCESS for ELLs 2.0,0r K-WAPT/WAPT or K-WAPT/WAPT or
Alternate ACCESS Test Alternate ACCESS WIDA MODEL WIDA MODEL

Composite / Overall Score Composite / Overall Score

Date(s) of ELA OSTP : Score(s') on ELA OSTP . Date of the Oklahoma Pre-K Score on'Pre-K
Below Basic Basic Proficient Advanced Language Screening Tool Language

Below Basic Basic Proficient Advanced Screening TZ°'
Below Basic Basic Proficient Advanced A’

Date(s) Norm Reference Test (NRT) - ‘Name of the NRT Composite / Percentile Score(s)

Question 1: Reference WAVE code 1036
Question 2: Reference WAVE code-1037
Question 3: Reference WAVE code 1038




SOUTH ROCK CREEK PUBLIC SCHOOL
ACCEPTABLE USE AND INTERNET SAFETY POLICY

The South Rock Creek Public School District is pleased to make available to students access to interconnected computer systems within
the district and to the Internet, the worldwide network that provides various means of accessing significant educational materials and
opportunities.

In order for the school district to be able to continue to make its computer network and Internet access available, all students, faculty,
staff, patrons, and visitors must take responsibility for appropriate and lawful use of this access. Students, faculty, staff members,
patrons, and visitors must understand that one user’s misuse of the network and Internet access may jeopardize the ability of all users to
enjoy such access. While the school’s teachers and other staff will make reasonable efforts to supervise student use of network Internet
access, they must have student cooperation in exercising and promoting responsible use of this access.

Below is the Acceptable Use and Internet Safety Policy (“policy”) of the school district. Upon reviewing, signing, and returning this
policy as the students, staff, faculty members, visitors, and patrons have been directed, each user will be given the opportunity to enjoy
Internet access at school and is agreeing to follow the policy. If a student is under 18 years of age, he or she must have his or her parents
or guardians read and sign the policy. The school district cannot provide access to any user who, if 18 or older, fails to sign and submit
the policy to the school as directed or, if under 18, does not return the policy as directed with the signatures of the student and his/her
parents or guardians.

Listed below are the provisions of your agreement regarding computer network and Internet use. If you have any questions about these
provisions, you should contact the person that your school has designated as the one to whom you can direct your questions. If any user
violates this policy, the user’s access will be denied or withdrawn and he or she may be subject to additional disciplinary action and/or
litigation in accordance with board policy and state and federal law.

Personal Responsibility

By signing this policy, you are agreeing not only to follow the rules in this policy, but are agreeing to report any misuse of the network
and/or equipment to the person designated by the school for such reporting. Misuse means any violations of this policy or any other use
that is not included in the policy, but has the effect of harming another or his or her property.

Term of the Permitted Use

A student, faculty member, staff member, patron, or visitor who submits to the school, as directed, a properly signed policy and follows
the policy to which she or he has agreed will have computer network and Internet access during the course of the school year only.
Students, faculty members, staff members, patrons, and visitors will be asked to sign a new policy each year before they are given an

access account.

Acceptable Uses

1. Education Purposes Only. The school district is providing access to its computer networks and the Internet for only
educational purposes. If you have any doubt about whether a contemplated activity is educational, you may consult with the
person(s) designated by the school to help you decide if a use is appropriate.

2. Unacceptable Uses of Network. Among the uses that are considered unacceptable and which constitute a violation of this
policy are the following:

a. Uses that violate the law or encourage others to violate the law. Don’t transmit offensive or harassing messages; offer
for sale or use any substance the possession or use of which is prohibited by the school district’s student discipline
policy; view, transmit or download pornographic materials or materials that encourage others to violate the law;
intrude into the networks or computers of others; and download or transmit confidential, trade secret information, or
copyrighted material. Even if materials on the networks are not marked with the copyright symbol, you should assume
that all materials are protected unless there is explicit permission on the materials to use them.

b. Uses that cause harm to others or damage to their property. For example, don’t engage in defamation (harming
another’s reputation by lies); employ another’s password or some other user identifier that misleads message
recipients into believing that someone other than you is communicating or otherwise using his/her access to the
network or the Internet; upload a worm, virus, “Trojan horse,” “time bomb,” or other harmful form of programming or
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vandalism; participate in “hacking” activities or any form of unauthorized access to other computers, networks, or
information systems.

c. Uses that jeopardize the security of user access and of the computer network or other networks on the Internet. For
example, don’t disclose or share your password with others; don’t impersonate another user.

d. Student use of web based email. Examples of this include Yahoo Mail and Hotmail. If a need arises that requires the
student(s) to need email for an educational activity, an account will be provided by the school.

e. Student, staff, and faculty use of social networking sites. Examples of this include, but are not limited to Facebook,
MySpace, and Twitter. Texting, or “friending” current students is not allowed except in group or informative
messages.

3. Netiquette. All users must abide by rules of network etiquette, which include the following:

a. Be polite. Use appropriate language. No swearing, vulgarities, suggestive, obscene, belligerent, or threatening
language.

b. Avoid language and uses which may be offensive to other users. Don’t use access to make, distribute, or redistribute
jokes, stories, or other material which is based upon slurs or stereotypes relating to race, gender, ethnicity, nationality,
religion, or sexual orientation.

c. Don’t assume that a sender of e-mail is giving his or her permission for you to forward or redistribute the message to
third parties or to give his/her e-mail address to third parties. This should only be done with permission or when you
know that the individual would have no objection.

d. Be considerate when sending attachments with e-mail (where this is permitted). Be sure that the file is not too large to
be accommodated by the recipient’s system and is in a format which the recipient can open.

4. Equipment. All computer and network equipment is the property of South Rock Creek Public School and must be treated as
such. The proper authorities must be contacted in the event of malfunction or abuse. Mobile technology may be provided for
students, faculty, and staff members in special circumstances (homebound, etc.), but it is the responsibility of the students,
faculty, and staff members to follow the rules of this policy.

Internet Safety

1.

General Warning: Individual Responsibility of Parents and Users: All users and their parents/guardians are advised
that access to the electronic network may include the potential for access to materials inappropriate for school-aged
students. Every user must take responsibility for his or her use of the computer network and Internet and stay away from
these sites. Parents of minors are the best guides to materials to shun. If a student finds that other users are visiting
offensive or harmful site, he or she should report such use to the person designated by the school.

Personal Safety. Be safe. In using the computer network and Internet, do not reveal personal information such as your
home address or telephone number. Do not use your real last name or any other information which might allow a person to
locate you without first obtaining the permission of a supervising teacher. Do not arrange a face-to-face meeting with
someone you “meet” on the computer network or Internet without your parent’s permission (if you are under 18).
Regardless of the user’s age, should never agree to meet a person the user has only communicated with on the Internet in a
secluded place or in a private setting.

The school district is educating minors about appropriate online behavior, including interacting with other individuals on
social networking websites and in chat rooms and cyberbullying awareness and response.

“Hacking” and Other Illegal Activities. It is a violation of this policy to use the school’s computer network or the
Internet to gain unauthorized access to other computers or computer systems, or to attempt to gain such unauthorized
access. Any use which violates state or federal law relating to copyright, trade secrets, the distribution of obscene or
pornographic materials, or which violates any other applicable law or municipal ordinance, is strictly prohibited.
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4. Confidentiality of Student Information. Personally identifiable information concerning students may not be disclosed or
used in any way on the Internet without the permission of a parent or guardian or, if the student is 18 or over, the
permission of the student himself/herself. Users should never give out private or confidential information about themselves
or others on the Internet, particularly credit card numbers and Social Security numbers. A supervising teacher or
administrator may authorize the release of directory information, as defined by law, for internal administrative purposes or
approved educational projects and activities.

5. Active Restriction Measures. The school, cither by itself or in combination with the Internet Service Provider providing
Internet access, will utilize filtering software or other technologies to prevent students from accessing visual depictions
that are (1) obscene, (2) pornographic, or (3) harmful to minors. The filtering software attempts to prohibit access to
commercial social networking websites or chat rooms through which minors: (a) may easily access or be presented with
obscene or indecent material; (b) may easily be subject to unlawful sexual advances, unlawful requests for sexual favors,
or repeated offensive comments of a sexual nature from adults; or (c) may easily access other material that is harmful to
minors, and the filtering software does report on such activity and that activity is a violation of the South Rock Creek
Public School Internet usage policy for students, faculty, or staff to participate and will result in loss of Internet and/or
network privileges. The school will monitor the online activities of all network users through direct observation and/or
technological means, to ensure that students are not accessing such depictions or any other material which is inappropriate
for minors and that faculty, staff, patrons, nor visitors are accessing inappropriate materials or conducting themselves in an
unacceptable manner.

Internet filtering software or other technology-based protection systems may be disabled by a supervising teacher or school
administrator, as necessary, for purposes of bona fide research or other educational projects being conducted by students
age 17 and older.

The term “harmful to minors” is defined by the Communications Act of 1934 (47 USC Section 254[h][7]), as meaning
any picture, image, graphic image file, or other visual depiction that
- taken as a whole and with respect to minors, appeals to a prurient interest in nudity, sex, or excretion;
«  depicts, describes, or represents, in a patently offensive way with respect to what is suitable for minors,
«  an actual or simulated sexual act or sexual contact, actual or simulated normal or perverted sexual acts, or a
lewd exhibition of the genitals;
«  taken as a whole, lacks serious literary, artistic, political, or scientific value as to minors

Privacy
Network and Internet access is provided as a tool for educational purposes. The school district reserves the right to monitor, inspect,

copy, review, and store at any time and without prior notice any and all usage of the computer network and Internet access and any and
all information transmitted or received in connection with such usage. All such information files shall be and remain the property of the
school district and no user shall have any expectation of privacy regarding such materials.

Failure To Follow Policy

The user’s use of the computer network and Internet is a privilege, not a right. A user who violates this policy, shall at a minimum, have
his or her access to the computer network and Internet terminated, which the school district may refuse to reinstate for the remainder of
the student’s enrollment or staff member’s employment. A user violates this policy by his or her own action or by failing to report any
violations by other users that come to the attention of the user. Further, a user violates this policy if he or she permits another to use his
or her account or passwords to access the computer network and Internet, including any user whose access has been denied or
terminated. The school district may also take other disciplinary action in such circumstances.

Warranties/Indemnification

The school district makes no warranties of any kind, either express or implied, in connection with its provision of access to and use of its
computer networks and the Internet provided under this policy. It shall not be responsible for any claim, losses, damages, or costs
(including attorney’s fees) of any kind suffered, directly or indirectly, by any user or his or her parent(s) or guardians(s) arising out of
the user’s use of its computer networks or the Internet under this policy. By signing this policy, users are taking full responsibility for
their own use, and the user who is 18 or older or, the parent(s) or guardians(s) of a minor student are agreeing to indemnify and hold the
school, the school district and all of their administrators, teachers, and staff harmless from any and all loss, costs, claims, or damages
resulting from the user’s access to its computer network and the Internet, including, but not limited to any fees or charges incurred
through purchases of goods or services by the user. The user or, if the user is a minor, the user’s parent(s) or guardians(s) agree to
cooperate with the school in the event of the school’s initiating an investigation of a user’s use of his or her access to its computer
network and the Internet, whether that use is on a school computer or on another computer outside the school district’s network.

South Rock Creek Schools Internet and Network Acceptable Use and Safety Policy Page 3 of 4
Revision Date: 08/01/2016



Updates
Users, and if appropriate, the user’s parents/guardians, may be asked from time to time to provide new or additional registration and

account information or to sign a new policy, for example, to reflect developments in the law or technology. Such information must be
provided by the user (or his/her parents or guardian) or such new policy must be signed if the user wishes to continue to receive service.
If, after you have provided your account information, some or all of the information changes, you must notify the person designated by
the school to receive such information.

INTERNET AND COMPUTER NETWORK CONDUCT AGREEMENT

Every student, staff, and faculty member, regardless of age, must read and sign below, as well as visitors and patrons wishing to
use the South Rock Creek Public School District’s Internet access and/or network:

I have read, understand, and agree to abide by the terms of the foregoing Acceptable Use and Internet Safety Policy. Should I commit
any violation or in any way misuse my access to the school district’s computer network and the Internet, I understand and agree that my
access privilege may be revoked and school disciplinary action may be taken against me.

User’s Name (print clearly) Home Phone
User’s Signature Date
Address

| | |
Status: Student Staff Patron i { Visitor Tam 18 | or older Iam . under
1 8 porevs et | g ryre—rred [

Parent or Guardian: (If applicant is under 18 years of age, a parent or guardian must also read and sign this agreement.) As the parent or
legal guardian of the above student, I have read, understand and agree that my child or ward shall comply with the terms of the school
district’s Acceptable Use and Internet Safety Policy for the student’s access to the school district’s computer network and the Internet. I
understand that access is being provided to the students for educational purposes only. However, I also understand that it is impossible
for the school to restrict access to all offensive and controversial materials and understand my child’s or ward’s responsibility for
abiding by the policy. I am, therefore, signing this policy and agree to indemnify and hold harmless the school and the school district,
against all claims, damages, losses, and costs, of whatever kind that may result from my child’s or ward’s use of his or her access to
such networks or his or her violation of the foregoing policy. Further, I accept full responsibility for supervision of my child’s or ward’s
use of his or her access account if and when such access is not in the school setting. I hereby give permission for my child or ward to use
the building-approved account to access the school district’s computer network and the Internet.

Parent or Guardian (please print): Home Phone:
Signature Date
Address

This agreement is valid unless cancelled by a parent/guardian or the school, or until student is no longer attending SRC.
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